Project 3000

# Early Project Identification

## Name

Phis-Knight.

Combination of Phishing and Knight. As a knight guards the people, and that is what I want it to be. And the name also allows me to have a theme for the software.

## Style

I want to create a medieval colour scheme and medieval styled UI. So, it looks like a knight. I would like to create a mascot that is a knight that is the face of the app.

### Elevator Pitch:

Phish-Knight a privacy first anti-phishing assistant. Detects phishing attempts and teaches you how to detect them.

## Vision

### Who?

The project is to be aimed at the elderly and young people. People that are tech-illiterate and as a result need assistant.

### Why?

The main problem I want to solve is the large amount of phishing attacks on the vulnerable. According to the NCSC in a study in 2025 they effect 93% of business that were surveyed and 95% of charities that have been breached were accessed through this means.

### The Product?

The project is to scan a screen and possibly screens HTML elements of a website and identifies the suspicious links and notifies the user.   
I would like to also have the app to use a Language Model to analyse the email for possible Scam messages. A few flags:

* Generic and non-direct greetings like Ma’am, Sir, Mr
* Urgently wanting to redirect you.
* Sender’s address does not match the body or domain.

#### Reason For?

The reason for this approach Is this that I want to create a software that act like a trusted and tech literate grandson scanning a grandparent’s device for the same reason. I want software that also teaches the user of possible dangers and make them self-reliant.

### Difference

Main part for this software is its trustworthiness. I want to create a software that has customisable intrusion settings. Based on how intrusive it will be, but less intrusive may mean less effective. However, this is a big part as it will hopefully make the user base more willing to use the software.

Secondly, I want this to be somewhat interactive where the user learns to seek the patterns the software is seeking for and hopefully learn to be independent.

### Risks and Challenges

The phishing scams are one of the main approaches for attacks as a result they are often adapting to be more effective and finding innovative ways to find attack. This will be difficult to keep effective long term without constant modifications and a software that adapts and learns new patterns.

### Personal Agenda.

I have a personal hatred for phishing scams aimed at the more vulnerable as it exploits the people that can’t defend themselves.

# Risk Assessment

|  |  |  |  |
| --- | --- | --- | --- |
| Risk | Likelihood | Impact | Mitigation/Response |
| Evolving Phishing Tactics | High | High | Software that can be easily maintained and updated to adapt to changes. |
| False Positives | High | High | Have a clear explanation for each flag. Provide methods to perform their own analysis if they disagree. |
| Data Privacy Concerns | High | Very High | Have all data processed locally where it is possible. If cloud services used or off device processing, use encrypted transmission and have a clear privacy policy |
| Challenges with integration | High | Medium | Start of with a small of integrated software and slowly expand the covered software. |
| Resource Constraints | Medium | High | Create a project schedule and keep to it. Prioritise core functions of the software. Seek feedback on development progress. |
| Legal Compliance and TOS | Low | High | Review GDPR and relevant regulations. Have a EULA and privacy agreement before using software. |
|  |  |  |  |

# Market Solutions

## **Avanan**

A software that uses a cloud hosted email service. It evaluates existing relationships between senders and receivers to establish a level of trust. Additional It monitors Teams and Slack as they are emerging attack vectors.

## **Cofense PDR**

Leverages AI tools and security professionals to identify and mitigate phishing attacks as they happen. They quarantine possible attacks. They also utilise global intelligence on what attacks worked and how to mitigate them

## **Mimecast**

Several tools protect against phishing attempts. Such features detect suspicious links and redirects, attachments by removing them or rendering them safe via sandboxing. Mimecast prevents code-based attacks via sophisticated methods like QR-codes by opening them in the Mimecast cloud, this simplifies the deployment of their software and ensures prevention tools are always updated.

# GitHub

# Gantt Chart

This is my initial Gant Chart for how long each stage may take. This may Change based on if task take faster or if I encounter Issues. I may also change the order of tasks based on what I see fit with further research and preparation.
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